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Pagelvons Test

List of ToDos

Module o, Question Results Explanation Todo Date responsible

max wal  result

B1.1Transparency fordata subjeds 1 Has the controfler taken appropriate measures to provide the data subject 33 loo 33 Loremipsumdodor sit amet, consactetur Lorem ipsum dodor sit amet, Lo am ipsum Mister XY
with all infor mation relating to the information obdigations under Art. 13 adiipisic elit consectetur adipisd ofit
and 14 GDPR?
2 Daes the controdler provide the data subject with all information GDPR 33 25 825
relating to the procesing?
3 s this information kept in a precse, transparent, comprehemible and zasly 34 1] ]

accessitle formin dear and simple language?

B1.2 Purpase lmitation 1 b data collected only for specfied, explicit and legitimate purpases? i3 a L1}
2 s data anly processed further in a way that & compatible with the ariginal 33 1] ]
purpases?
3 iin the event of further procmsing beyond the oniginal punpose, are the data 34 1] 1]
subjects informed and made aware of their right to object?
B1.3 Data minimisation 1 kb data processed anly that have a sped fic content-related relationship to 33 ] [i]
the procesing purpose (appropriateness P
2 ks the respactive data™material? ks that data contributing to the 33 o L]
achievement of the purpose?
3 s the data that is processed limited towhat & necesarny so that without 34 1] 1]
the procmszing, the purpose of the processing cannat be achiewved?
B1.4Acouracy 1 fre the personal data affected by processing factually cormect? 50 1] 1]
2 Have approgriate maasures bean taken to ansure that personal datathat 50 o L]
are inaccurateinraation to the punposss for which they are procesed are
erased or rectified without delay?
B1.55tarage Limitation 1 Are personal data only stored for as long o it is necessany for the purposes. 100 1] 1]
far which they are processed?
B1.6 Integrity 1 Are unauthorised changes and remowvals of personal data excluded ? 25 1] 1]
2 ks there protection against accidental losz: of persanal data? 25 o L]
3 b there protection against accidental destruction or accidental damage to 25 a L1}
personal data?
4 fre changesto the stored data by unauthadized third parties exduded or a2t 25 1] 1]
beast recognizable?
B1.7 Confidentiality 1 &re the persomns who report to the controller demomstr ably commit ted 1o 50 1] ]
maintaining the confidentiality of personal data?
2 Have the procesors been demamtrably obliged to maintain the 50 1] L1}
wonfidentiality of personal data?
B1.8 Accountability and ' er ifiability 1 Can the controller provide evidence that the processing is caried out in 100 o L]

accardance with the GDPAZ
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Diagram Fullfilment of measures (B1 Key data protection requirements of the GDPR)
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